用户名密码认证是OAuth2的模式之一，其建立的基础是认证服务器和客户端高度信任，如下介绍如何使用用户名密码认证

**认证服务器配置**

1. Startup配置

public void ConfigureServices(IServiceCollection services)

{

    services.AddIdentityServer()

        // 生成临时密匙

        .AddDeveloperSigningCredential()

        // 添加Api资源

        .AddInMemoryApiResources(Config.GetApiResources())

        // 添加客户端

        .AddInMemoryClients(Config.GetClients());

        //添加用户名密码验证器

        .AddResourceOwnerValidator<ResourceOwnerPasswordValidator>();

        // ProfileService对发布给客户端的信息进行过滤

        .AddProfileService<ProfileService>();

}

// 验证器如下

public class ResourceOwnerPasswordValidator : IResourceOwnerPasswordValidator

{

    public async Task ValidateAsync(ResourceOwnerPasswordValidationContext context)

    {

        // 验证用户的用户名密码

        if(context.UserName!="username" || context.Password != "123456")

        {

            context.Result = new GrantValidationResult(TokenRequestErrors.InvalidGrant, "用户名或密码错误");

            return;

        }

        context.Result = new GrantValidationResult(

                            subject: "username",

                            authenticationMethod: "custom",

                            claims: new Claim[]

                            {

                                new Claim("Id", "1"),

                                new Claim("UserName", "username"),

                                new Claim("EmailAddress", "123456@qq.com"),

                            }

                        );

        }

}

1. 客户端定义

public static IEnumerable<Client> GetClients()

{

    return new List<Client>

    {

        new Client

        {

            ClientId = "ro.client",

            AllowedGrantTypes = GrantTypes.ResourceOwnerPassword,   // 资源所有者密码

            ClientSecrets =

            {

                new Secret("secret".Sha256())

            },

            AllowedScopes = { "api1" }

        }

    };

}

**获取用户access token**

我们通过如下API获取用户的token

POST http://IceAuthorization:11080/connect/token

ContentType application/x-www-form-urlencoded

body

grant\_type=password&scope=要访问的域&username=用户名&password=用户密码&client\_id=客户ID&client\_secret=客户密钥